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3 COMPLIANCE TECHNOLOGIES TO CONSIDER

By )R Wikon, PatnotDedler

The new Red Flag Rules wll result in a vanety of compliance offenngs from vanous
promders. Here's a look at three types of technology sciutions you will nead 1o consider

1. All process and minimal technology

Example: Use basic fraud checking an the bureau, physically inspect the drnver’s -
cense for tampenng and match the dnver’s Iicense photo and descripbon to the inGwd-
uadl. This approach wall require the manual process on 100 percent of the deals

2. Some technology but mostly process

Example: Use a statistical-based “rsk score.” Then, take different measures depend-
ing on the returnad scoce (Le., if score is X0, do step 1 to evaluate; if score is YYY, do
steps 1 & 2 10 evaluate: if score is XYZ, do steps 1-3 1o evaluate). This approach wal re-
quve manudl process vericabon on 25-30 percent of the deals

3. Heavy in technology with minimal process

Example; Use a technology solution that checks the Red Flags and conaducts true
dentity venification. This approach wall require manual process verification on 2-5

percent of the deals




